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Seam carving is the most popular content-aware image retargeting technique. However, it may also be
used to correct poor photo composition in photography competition or to remove object from image
for malicious purpose. A blind detection approach is presented for seam carved image with low scaling
ratio (LSR). It exploits spatial and spectral entropies (SSE) on multi-scale images (candidate image and
its down-sampled versions). We observe that when a few seams are deleted from an original image,
its SSE distribution is greatly changed. Forty-two features are designed to unveil the statistical properties
of SSE in terms of centralized tendency, dispersion tendency and distribution tendency. They are com-
bined with the local binary pattern (LBP)-based energy features to form ninety-six features. Finally, sup-
port vector machine (SVM) is exploited as classifier to determine whether an image is original or suffered
from seam carving. Experimental results show that the proposed approach achieves superior detection
accuracy over the state-of-the-art works, especially for resized image by seam carving with LSRs.
Moreover, it is robust against JPEG compression and seam insertion.

© 2017 Elsevier Inc. All rights reserved.

1. Introduction

With the popularity of powerful image editing tools, people
without any knowledge about image processing can easily fake a
photo in a visually plausible way. There is a growing number of
tampered images flooding over televisions, magazines and Inter-
net. This breaks our traditional concept of “seeing is believing”
and brings serious crises to public confidence [1,2]. Evaluating
the authenticity of digital images has become a crucial issue in
the community of image information security. In the past years,
both active and passive methods have been developed for this pur-
pose. Digital watermarking [3] and hashing [4] are known as active
techniques, which are applicable mainly in a controlled environ-
ment since pre-processing is required for them. Fortunately, digital
image forensics has been emerged to detect image forgery [5,6].
Since passive image forensics approaches do not require any pre-
embedded watermark or pre-generated hashing, they have wider
usages in practical forensics scenarios.
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Content-aware image resizing (CAIR) has attracted extensive
research interests to adapt image on diverse display terminals.
Among the existing CAIR techniques, seam carving 7] is the most
popular one for its excellent performance. A seam is an optimal 8-
connected path of pixels either from top to bottom, or left to right,
in which the optimality is defined by an energy function. By
repeatedly deleting or inserting seams with the lowest energies,
an image is easily resized without leaving any visually noticeable
artifacts. Thus, seam carving has been adopted by Adobe Photo-
shop CS5 and GIMP as adaptive scaling to improve image quality
for aesthetic purpose [8]. However, if the resultant image is used
for photo competition, it is actually a cheating since the composi-
tion of a photo may be corrected with seam carving. Moreover,
seam carving can also be used for object removal [9], which is usu-
ally malicious. As shown in Fig. 1, the girl who is hanging her hand
with a man is deliberately removed. Apparently, this might have
changed the semantic content that the image delivers. Therefore,
it is worthy of investigation to design a blind detector capable of
exposing the resized images after seam carving. Until now, only a
few approaches have been reported for seam carving forgery detec-
tion. Inspired by the similarities between image forensics and
image steganalysis, Sarkar et al. [10] made the first attempt of
seam carving detection by exploiting the Shi-324 Markov features,
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Fig. 1. An example of seam carving for object removal [9]: (a) original image; (b) marked object to be removed; (c) final image after object removal.

yet its detection accuracy is below 77.3%. Fillion et al. [11] pro-
posed a seam carving detection approach by exploiting a set of
image features such as wavelet absolute moments. Its detection
accuracy is up to 91.3% when 30% seams are removed. Later, Wei
et al. [12] proposed a patch analysis method to detect seam carved
images. Candidate images are firstly divided into 2 x 2 blocks,
which is referred to be mini-squares. Then, one type is searched
from nine types of patches that is most likely to recover a mini-
square from seam carving. The patch transition probability among
three-connected mini-squares is exploited to improve its detection
accuracy. In addition, Ryu et al. [13] exploited energy bias and
noise to unveil the traces of seam carving. Motivated by the fact
that local binary pattern (LBP) is an excellent local texture descrip-
tor, we presented an improved detection approach to [13] by
extracting energy bias and noise features in LBP domain [14]. It
improves the detection accuracy up to 98.66% when 30% seams
are removed. For seam-carved forgery detection in JPEG images,
Liu et al. [15] proposed an improved approach with Calibrated
Neighboring Joint Density (CNJD) by exploiting the similarities
between image steganalysis and seam-carved forgery detection.
Recently, Kanoksak et al. [16] proposed a tamper detection
approach for JPEG images with seam modifications. It exploits
blocking artifact characteristics matrix (BACM) to reflect the sym-
metry of blocking effect in normal JPEG image.

The aforementioned works have achieved notable success in
exposing seam carving forgery with high scaling ratios (HSRs), in
which HSR refers to a scaling ratio that is bigger than 10%. How-
ever, we believe that the detection of seam-carved forgery with
low scaling ratios (LSRs) is worthy of more research efforts. The
reasons behind this are two-folds. First, since more seams are
deleted from original image for seam carving with a HSR, it implies
that the original image is more likely to be over-squeezed. Thus,
there are often visually unpleasant distortions such as global struc-
tural distortion in resized images. Users might easily perceive
seam-carved forgery even without the aid of passive forensics. This
has been verified by existing approaches that higher detection
accuracies are achieved for seam carving with the increasing of
scaling ratio. Second, global geometric distortion, local texture
deformation and information loss are three side effects that affect
the perceptual quality of retargeted images [17]. For seam carved
images with LSRs, there usually exist no global geometric distor-
tion and local texture deformation. Thus, information loss is a more
feasible clue to expose seam-carved forgery with a LSR. Unluckily,

information loss is extremely difficult to be measured without the
original image as reference. Therefore, the detection of seam carv-
ing forgery with LSRs is much more challenging. Actually, this is
the underlying reason behind the fact that it is still in scarcity of
robust detector for seam-carved forgery with LSRs.

In Shannon’s information theory, entropy is a measure of the
unpredictability of information. Image entropy indicates the
amount of information contained within an image. Lots of works
reveal the relationships among image entropy, histogram, image
moments and perceived image quality, which verify that image
entropy captures the statistical information of image over scales
[18]. Moreover, natural images are highly structured in the sense
that their pixels exhibit strong dependencies in both spatial and
frequency domain. These dependencies convey important informa-
tion about image content. Motivated by the success of image
entropy in image quality assessment [19,20], we make the first
attempt to address the detection of seam-carved forgery with LSRs
from image entropy point of view. Specifically, local spatial and
spectral entropies (SSE) on multi-scale images are exploited for
blind forensics. The inherent reasons are two-folds. First, when
an image is subject to seam carving, the amount of information
is reduced. Second, human visual system (HVS) exhibits multi-
scale property when perceiving an image, and the hierarchical
structures are contained in the scale space representation of digital
image [20]. Our preliminary experiments also show that when a
few seams are carved, there are great change of local image entro-
pies for those blocks near carved seams, which will be illustrated
later. To expose the change of local entropy, forty-two SSE features
are designed for multi-scale images from three levels: centralized
tendency, dispersion tendency and distribution tendency. They
are combined with our earlier energy bias based features in LBP
domain [14] to form ninety-six features. Finally, support vector
machine (SVM) is exploited as pattern classifier to decide whether
an image is original or suffered from seam carving. Experimental
results show that the proposed approach achieves superior detec-
tion accuracy over the state-of-the-art works, especially for seam
carved images with LSRs. Moreover, it is also effective for seam
inserting detection and robust against JPEG compression.

The rest of this paper is organized as follows: Section 2 briefly
introduces seam carving and analyze the traces that might be
exploited as clues for blind forensics. Section 3 presents forensics
feature extraction. Experimental results are reported in Section 4
and we conclude this paper in Section 5.
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2. Image seam carving

Seam carving was originally presented as a CAIR technique
[7-9]. A seam is an optimal 8-connected path of pixels on a single
image either from top to bottom, or left to right, in which the opti-
mality is defined by an energy function. For an image I of size nxm,
a vertical seam is defined by

sV = {I, col(i)}}.,,s.t.Vi, |col(i) — col(i — 1)| < 1 (1)

where i and col(i) are the row and column coordinates, respectively.
By repeatedly removing seam with the lowest energy,image resiz-
ing is achieved while preserving important image content. Each pix-
el’s energy is measured by an energy function e as follows:

e(l) =

o |o
=1+ ‘871‘ )

From the energy function e of a pixel, the energy of a vertical
seam E(s) is defined as follows:

n
E(s) = Ze(i, col(i)),s.t.Vi,|col(i) — col(i—1)| < 1 3)
i1
After constructing a cumulative minimum energy matrix M for
all connected paths, a vertical seam with the lowest energy
s* = minE(s) is located via dynamic programming.

M(i,j) = e(i,j) + min(M(i - 1,j = 1),M(i - 1,j), M(i - 1,j + 1))
(4)
When removing a seam from an image, all the pixels at the right
side of this seam are shifted left to fill the missing path. That is, the

possible visual artifacts of removing a seam merely occur near the
removed seam, leaving the rest image intact. Fig. 2 shows image

seam carving with two scaling ratios of 3% and 30%. When the scal-
ing ratio is 3%, all the seams to be deleted pass through the gaps
between cars, as shown in Fig. 2(b). The resized image keeps well
most important content without any visually noticeable artifacts.
When the scaling ratio is 30%, the seams pass through the gaps
between cars and cross the cars as well, as shown in Fig. 2(d). Since
the seams are not uniformly distributed, there are some geometric
distortions [21,22] such as the twists of yellow park lines, as shown
in Fig. 2(e). This type of visually annoying artifact can be easily
perceived by naked eyes, which implies users can know possible
forgery without the aid of passive forensics. Thus, the blind detec-
tion of seam carving with LSRs is more technically challenging,
simply because information loss is its primary side effect. This
motivates us to exploit information loss as an important clue for
the passive detection of seam carving with LSRs.

3. Proposed blind forensics approach

Fig. 3 is the framework of the proposed seam carving forgery
detection approach. Similar to most existing blind forensics
approaches, it consists of two key steps, i.e., feature extraction
and classification. As mentioned in the previous section, informa-
tion loss is a crucial clue for the blind detection of seam carving
with LSRs. Meanwhile, seam carving achieves image resizing by
successively deleting seams with low energies, which inevitably
changes the energy distribution within the image. Thus, the
energy-based feature is also beneficial for seam carving forgery
detection. In this paper, both local information loss and global
energy distribution are fully considered to design statistical fea-
tures for blind forensics. Specifically, local SSE-based features are
defined on multi-scale images to expose the information loss
caused by seam carving. Moreover, the energy bias-based features

Fig. 2. Seam carving with different scaling ratios: (a) an original image; (b) original image with 3% vertical seams; (c) 3% carved image; (d) original image with 30% vertical

seams; (e) 30% carved image.
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in our earlier work [14] are exploited for classification, which are
combined with the SSE-based features to improve detection accu-
racy. The proposed detection approach is also a machine learning-
based scheme. In the training stage, sufficient natural images are
adopted and resized by seam carving to generate tampered images.
Then, these resized images are down-sampled with a factor of 2 for
multi-scale analysis and cropped with factors of half and two-
thirds for energy analysis. That is, there are 3 multi-scale images
and 3 cropped images for each seam-carved image, respectively.
Then, the SSE-based features and the LBP-based energy features
are extracted from seam-carved images and their multi-scale
images for training. In the testing stage, the same statistical fea-
tures are extracted from candidate/suspicious images and then
input into SVM for final classification.

3.1. Multi-level statistical features based on spatial and spectral
entropy

Seam carving does not lead to any common artifacts such as
blur or ghosting shadow, because only those pixels along vertical
or horizontal seams are removed without changing any grey-
scale values of the rest pixels. Let us take a vertical seam as exam-
ple. The intuitive change is that those pixels at the right side of the
carved seam are shifted one pixel left to fill in the gap. Neverthe-
less, there is still local information loss near this seam. That is, local
information loss is the main artifact of seam carving, especially
when the scaling ratio is low. Moreover, the dependencies among
adjacent pixels are changed for those pixels near the carved seam.
Since natural image exhibits strong dependencies among its adja-
cent pixels in both space and frequency domain, local information
loss is addressed from local SSE point of view as follows.

3.1.1. Local image entropy

Image entropy indicates the amount of information contained
in an image. When image entropy is computed over multi-scales,
it reveals the statistical entropy of scale space [31]. Since seam
carving with LSRs mainly leads to local information loss, local
image entropy [32,33] is exploited to measure the loss of local
information and the change of pixel dependencies for carved
images. For an image of size M x N, its entropy is defined as
follows:

L-1

E=-) PilogP; (5)
i=0

where P; = 37 is the probability of grayscale i appears in the image,

L is the maximal grayscale, and n; is the number of pixels with

carved seams

Image with four

grayscale i. If we define a local region Q, within the image by a win-
dow of size My x N, , then the local entropy of Q, can be defined
similarly in which P; = ﬁ is the probability of grayscale j appears
in the neighborhood €y, and n; is the number of pixels with grays-
cale j in the neighborhood. When a vertical seam is removed, all the
pixels at its right side are shifted one pixel left to fill in the gap of
the removed seam. This implies that the 8 x 8 blocks at the right
side are re-organized, which makes their local entropies quite dif-
ferent from their original ones. Fig. 4 shows the changes of local
entropy when four seams are continuously carved, which are
marked with red, green, blue and yellow, respectively. For simplic-
ity, a 64 x 64 block of the original image is enlarged to show the
influence of continuously carved seams towards the local entropies
of those blocks at right side of those seams. Fig. 4 shows the differ-
ences of local entropies between the original 64 x 64 block and its
carved block, in which a “jet” colormap is used to represent the
degree of differences. From the figure, we observe that there are
obvious changes of local entropies for those blocks at the right side
of those carved seam, even though only four seams are carved. To
analyze the behavior of seam carving with LSRs, we further com-
pare their local entropy histogram, as shown in Fig. 5. For the first
original image, it has a continuous local entropy histogram with
mean 4. Moreover, it is typically left-skewed, which means that
there are less data at the left side of the mean value than the right
side, leading to a longer tail at the left side. For the resized images,
there are great changes of its distribution tendency. For the second
image, it exhibits the same trend, but the change is more significant.
Therefore, local image entropy is sensitive to seam carving with
LSRs, which implies that local image entropy is an appropriate clue
to expose the local information loss caused by seam carving with
LSRs.

3.1.2. Multi-scales features of spatial entropy

For a given image, seam carving with different scaling ratios
produces resized images with different spatial resolutions. More-
over, several works have revealed the relationships between image
entropy, histogram and image moments, which verify that image
entropy can capture image statistical information over scales
[19,20]. In this paper, we firstly sub-sample each candidate image
into 3 scales (low, middle and high). Then, seven statistical features
are extracted from each scale image, which are summarized in
Table 1. These features describe the spatial entropy distribution
from three levels including centralized tendency, dispersion ten-
dency and distribution tendency. Therefore, there are totally
7 x 3 = 21 features extracted from each candidate image.

8 8 2
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2 4 6 8 2 4 6 8
(a) one seam carved 8(b) two seams carved
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s = s ||
Kl
4 4
1.5
2 2
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(c) three seams carved (d) four seams carved

Fig. 4. An example of the local entropy changes when continuously carved four seams.
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Table 1
Seven statistical features based on local entropy histogram E.

Type Features Description
Centralized Mean .- M SN Eu,v)
tendency Median The middle value in a set of ordered local

entropy values
Mode The value that appears most frequently in a
set of local entropy values

. . ; M N
Dispersion Variance Wew ouet 2oyt (E(U, ) — Emean)
tendency Variable Emean__
coefficient Evariance
e 3
Distribution Skewness 1oy M SN ((B)
tendency MxN Zou=12av=1\ " /E = =
Kurtosis

4
1 M N E(u,v)—Emean
MxN Eu:‘l Zy:‘l ( /Evariance

3.1.3. Multi-scales features of spectral entropy

Spatial entropy reflects the probability distribution of local
pixel values, while spectral entropy decribes the probability distri-
bution of local DCT coefficients. Moreover, it has been proved that
there exists a strong relationship between frequency entropy and
the type of distortions [13]. To improve the robustness against
post-processing such as JPEG compression, the definition of image
entropy is extended to DCT domain. Firstly, we compute the DCT
coefficient matrix F for each 8 x 8 block. Then, we generate a fre-

quency probability map by normalizing the DCT coefficients as
follows:

D(i,j)’
Si>nDGLj)

where 1 <i,j<8,and i,j # 1 (DC is excluded), D(i, j) is the DCT coef-
ficient within a block. Then, the local spectral entropy is defined as
follows:

Efrequency = —ZZM(iyj)IngM(ivj) (7)
i

M(i,j) = (6)

Similar to the spatial entropy, seven features (summarized in
Table 1) are also extracted from each scale image to describe the
distribution of spectral entropy. Thus, there are also 7 x 3 =21
spectral entropy features. Fig. 6 compares the local spectral entro-
pies among the original image, seam carved images with LSR (15
seams are carved from the original image) in TIFF and JPEG for-
mats. Apparently, the untouched image has a continuous spectral
entropy histogram, which is also “left-skewed”. However, seam
carving changes this distribution tendency to some extent. “JPEG”
decreases the mean and changes the distribution, whereas there is
just a little difference for TIFF image when it is compared with the
original images histogram. Compared with the spatial entropy
histogram, the spectral entropy histogram more clearly distin-
guishes the carved images in JPEG format. That is, the spectral
entropy is an excellent descriptor of images’energy spectrum,
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because it emphasizes the main frequency and main orientations
within a local patch. From Figs. 5 and 6, we further observe that
the entropy distributions of “JPEG” can be more easily distin-
guished from that of the original image. The reason behind this is
that JPEG compression removes some high frequency signal from
the original image, which decreases both spatial and spectral
entropy.

3.2. LBP-based energy features

The above SSE-based features are specially designed for the
blind detection of seam carving with LSRs. In practical forensics
cases, users usually do not know whether a candidate image is
seam carved or not, let alone the scaling ratio is either high or
low. Thus, an ideal detector specially designed for seam carved for-
gery should be robust to scaling ratio. In our earlier work [14], it
has been demonstrated that the energy, noise and seam-based fea-
tures are effective for seam carving forgery detection, especially for
those resized images with HSRs. Moreover, these features are
extracted in LBP domain, instead of the conventional pixel domain
to highlight local texture changes caused by seam carving [14].
Thus, these features are also exploited here to improve detection
accuracy and robustness. To keep the readability and self-intact
of this paper, these LBP-domain features are also summarized in
Table 2. For detailed information, please refer to [14]. Due to the
diversities of image contents, seams may locate in only part of
the image. Therefore, we extract these 18 features from three
scaled images including the half-resolution image, two-thirds res-
olution image and the whole image. That is, there are totally 54
LBP-based features (18 x 3 = 54) in this paper, which are com-
bined with the SSE-based features for seam carving forgery
detection.

3.3. SVM classifier for passive forensics

Blind image forensics is actually a binary decision between orig-
inal images and forgery images. After extracting the 96 features (54
LBP-based features+21 spatial entropy features+ 21 spectral
entropy features) from multi-scale images, a pattern classifier is
exploited to decide whether a suspicious image is seam-carved
or not. In this paper, the conventional support vector machine
(SVM) is adopted for classification. SVM is a widely-used super-
vised learning method for its simplicity. In the training phase,
two classes of images (original images and seam-carved images)
are represented by the aforementioned feature vectors. Then,
SVM finds an optimal linear decision surface, which is referred to
be maximum margin hyper plane, by maximizing the geometric
margin between the closest instances on either side. To further
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Fig. 6. Histograms of frequency entropy values for LSRs.

Table 2
Statistical features based on image I, noise level image N and cumulative minimum
energy matrix M.

Type Features Description
Energy  Average column energy ﬁzf;z}; | Z1(i,j)|
Average row energy A Z}Ll | %I(i,j)\

Average energy s i1 o1 (1 (L) + 151D

Average energy s it g ([ D = [ 1D

difference
Noise Mean i o N (L)
Standard deviation \/m]aninilzyzl (N(i,) — Numean)?
Skewness SLsm s <N(ij);VN:mn)3
. . 4
Kurtosis ﬁz;’; Z?:l <NU?/N_Z:W)
Seam Verticalseam,qy max;", M(i, n)

Verticalseam,y;,
Verticalseammean

mini", M(i,n)
m i M(in)

\/% S (verticalseampeqn — M(i, n))?
verticalseammax — verticalseamy;,
ming; M(m, i)
mini_; M(m, i)

T i M(m, i)

\/% St (horisontalseampean — M(m, i))2

Verticalseamg

Verticalseam,ig
Horizontalseamy;qx
Horizontalseam,y;,
Horizontalseampean

Horizontalseamy,

Horizontalseamy;y \/% S, (horisontalseamupean — M(m, i))?

improve detection accuracy, feature vectors are non-linearly pro-
jected into a high dimensional feature space with the Radial Basis
Function (RBF) kernel. In the final classification stage, feature vec-
tors extracted from a candidate image are input into the trained
SVM, and the image is classified as: seam-carved or non-carved.

4. Experimental results and analysis
4.1. Experimental environment setup

To evaluate the performances of the proposed approach, exten-
sive experiments are conducted on a personal computer (PC). The
hardware configurations are summarized as follows: Intel(R)
Core(TM) i5-2450M CPU @ 2.5 GHz, 4.0 GB RAM, 200G hard disk.
The proposed detector is implemented with MATLAB 7.0 on a Win-
dows XP system. SVM is directly downloaded from [23], and Radial
Basis Function (RBF) is used as the kernel function. Optimal kernel
parameters are found via grid search, and a fourfold cross valida-
tion strategy is exploited. Moreover, Python and Gnuplot are used
for parameter optimization.

To the best of our knowledge, there is no open image database
specially designed for seam-carved forgery detection. Thus, we
build the test image database for experiments by ourselves. Firstly,
two image databases including UCID and UCUS are chosen. The
UCID dataset is an uncompressed color image database, which con-
sists of 1338 TIFF images with a variety of contents including nat-
ural scenes and man-made objects, both indoors and outdoors [24].
The UCUS database is an “Unknown Compression/Undefined
Source and Size” image database, which contains 1009 JPEG images
at unknown QF from several sources in different sizes. To evaluate
the performances of seam carved forgery detection, we then build
three image sets from the original images in the UCID and UCUS
databases, respectively. For the first test image set, it is built to test
the detection accuracy of simple seam carving. The 1338 images in
the UCID database are resized by seam carving with 9 scaling
ratios, which are 1%, 3%, 5% 7%, 9%, 10%, 20%, 30% and 50%, respec-
tively. Thus, there are totally 1338 x (9 + 1) images including the
original images and the retargetted images. For the second test
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Three test image sets for performance evaluation.
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Test image set

Image database

Processing method

Number of result images

Test
Test

Test

set 1 UCID(1338)

set 2 UCID(1338) and UCUS(1009)

set 3 UCID(1338) and UCUS(1009)

Seam carving with 9 different scaling ratios

(1) The UCID database are compressed into JPEG images with QFof 75, which are

combined with the 1009 JPEG images of the UCUS image database;

(2) the 1338 + 1009 JPEG images are decompressed and resized with 7 scaling
ratios including 1%, 2%, 5%, 10%, 20%, 30% and 50%;

(3) the resized images are re-encoded into JPEG images again with five QFs of 10,

20, 50, 75 and 100, respectively

Similar to the second test image set, but the images are enlarged by inserting

seams, instead of deleting seams in the process of seam carving

1338(9+1)=13380

(1338 +1009)(75 + 1) = 84,492

(1338 + 1009)(75 + 1) = 84,492

Table 4
Comparison of detection accuracy (%) for LSR seam carving without post-processing.

Scaling factor

Accuracy (%)

Patch-based [12]

Energy-based [13]

LBP-based [14]

BACM-based [16]

Proposed method

1% 47.90
3% 50.75
5% 46.15
7% 52.00
9% 59.23
10% 57.91
20% 74.18
30% 91.34
40% 89.70
50% 94.93

45.10
50.90
54.82
58.26
61.36
65.22
75.37
85.52
91.94
96.27

37.33
55.53
67.08
76.05
78.34
80.00
94.48
98.66
99.85
99.85

63.39
53.51
55.94
67.64
55.38
63.36
61.36
73.65
78.92
88.00

62.37
94.88
94.96
84.15
90.28
92.04
96.97
99.03
99.85
99.93

True Positive Rate

True Positive Rate
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Table 5
Comparison of detection accuracy (%) for seam carving at different tampered ratio and quality factor.
Scaling factor QF10 QF20 QF50 QF75 QF100 QF10 QF20 QF50 QF75 QF100
(a1) LBP-based method [14] (UCID database) (a2) LBP-based method [14] (UCUS database)
1% 98.24 95.14 81.05 43.27 42.79 99.46 98.41 82.90 43.06 40.68
2% 98.54 95.03 82.32 47.46 47.50 99.55 98.07 84.79 45.79 44.90
5% 98.43 95.40 86.85 64.42 63.34 99.55 98.17 88.16 61.84 63.18
10% 98.32 95.29 87.70 64.28 65.47 99.60 98.07 90.39 68.58 67.05
20% 98.24 96.26 92.03 78.96 89.97 99.60 98.46 95.24 93.10 82.26
30% 98.99 97.83 96.82 91.74 92.56 99.85 99.36 98.22 95.44 95.44
50% 99.22 98.43 91.85 95.78 95.81 99.7 99.21 99.71 97.67 97.37
(b1) BACM-based method [16] (UCID database) (b2) BACM-based method [16] (UCUS database)
1% 97.98 95.48 87.11 71.04 91.03 98.71 97.23 88.7 73.79 94.25
2% 98.17 95.4 84.12 64.72 92.49 98.51 96.98 87.27 67.00 95.94
5% 98.24 94.73 82.92 69.25 95.48 98.12 96.09 84.59 69.23 97.32
10% 97.5 94.13 82.32 78.77 97.38 98.56 95.29 84.24 81.82 98.91
20% 97.23 90.7 78.44 85.16 98.8 98.02 93.56 81.52 86.37 99.6
30% 96.26 87.44 83.52 92.53 99.18 97.82 91.23 85.88 93.06 99.85
50% 96.34 96.19 98.51 99.07 99.78 97.57 96.18 98.22 99.06 100
(c1) Proposed method (UCID database) (c2) Proposed method (UCUS database)
1% 99.66 99.36 98.43 62.37 89.13 99.80 99.26 98.22 61.36 88.13
2% 99.78 99.44 98.32 85.35 96.00 99.80 99.36 97.94 83.22 95.39
5% 99.70 99.29 99.91 96.90 98.65 99.90 99.41 98.32 95.25 98.22
10% 99.63 99.59 99.85 91.26 98.61 99.90 99.45 98.56 91.67 97.23
20% 99.48 99.48 99.70 95.70 99.22 99.90 99.45 99.06 94.96 98.56
30% 99.55 99.70 99.74 99.51 99.74 99.90 99.75 99.45 99.31 99.75
50% 99.85 99.85 99.85 99.74 99.81 99.90 99.80 99.71 99.80 99.90
100 T
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Fig. 8. Average accuracy of tampered JPEG images with different QFs.

image set, it is to test the detection accuracy of seam carved images
with further JPEG compression. The 1338 images in the UCID data-
base are firstly compressed into JPEG images with QF of 75, which
are combined with the 1009 JPEG images from the UCUS image
database. Then, the 1338 + 1009 JPEG images are decompressed
and resized with 7 scaling ratios including 1%, 2%, 5%, 10%, 20%,
30% and 50%. Finally, the resized images are re-encoded into JPEG
images with five QFs of 10, 20, 50, 75 and 100, respectively. Thus,
there are totally (1338 +1009) x (7 x 5+1)=284,492 images
including the original images and the retargetted images after JPEG
compression. For the third test image set, it is specially designed
for the detection of image enlargement by seam insertion with fur-
ther JPEG compression. Its building procedure is quite similar to
the second test image set, but the images are enlarged by inserting
seams, instead of seam carving for image shrinkage. Table 3 sum-
marizes these three test image sets for performance evaluation.
Please note that the second and the third test image sets are the
same with the test image sets used in [10]. To make fair compar-
isons with the existing approaches, four state-of-the-art works

are chosen as baselines. They are denoted as the patch-based
method [12], the energy-based method [13], the LBP-based
method [14] and the BACM-based method [16], respectively. Thus,
there are totally five detectors including the proposed detector for
performance comparisons. Please note that they are tested with
the same test image set under the same hardware and software
environment.

4.2, Results of seam carved forgery detection

Experiments are conducted on three test image sets, respec-
tively. That is, both image shrinkage and image enlargement by
seam carving are separately tested, and the resized images with
further JPEG compression are also tested. To ensure the random-
ness of our experiments, a 4-fold cross validation strategy is
exploited. That is, each test image set is divided into four subsets
with equal amount of images. Three subsets are used for training
and the rest subset is used for testing. The detection experiments
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Table 6
Comparison of detection accuracy (%) for seam insertion and JPEG compression.
Scaling ratio QF10 QF20 QF50 QF75 QF100 QF10 QF20 QF50 QF75 QF100
(al) LBP-based method [14] (UCID database) (a2) LBP-based method [14] (UCUS database)
1% 98.39 94.96 79.04 42.86 45.22 99.41 98.02 80.82 40.73 45.69
2% 98.43 95.07 79.045 45.00 49.78 99.65 97.87 91.96 41.92 51.19
5% 98.65 95.74 84.83 61.55 67.38 99.5 98.22 84.39 57.98 66.25
10% 98.62 95.40 83.22 55.68 59.15 99.45 98.17 82.06 54.96 57.88
20% 98.77 95.81 85.35 61.90 65.78 99.40 98.07 85.33 61.94 65.91
30% 98.62 96.00 86.85 68.57 71.30 99.45 98.17 87.86 69.92 71.70
50% 99.01 97.12 91.85 84.04 89.50 99.50 98.66 90.33 79.73 84.84
(b1) BACM-based method [16] (UCID database) (b2) BACM-based method [16] (UCUS database)
1% 98.17 95.63 88.64 73.06 88.94 98.72 96.93 89.2 75.77 91.92
2% 98.24 95.59 88.30 66.52 89.91 98.81 96.93 90.73 71.75 92.52
5% 98.24 96.15 88.71 69.69 92.60 98.72 97.23 90.88 73.49 95.29
10% 98.66 96.94 92.15 76.53 96.00 98.96 97.92 93.21 79.73 97.52
20% 98.58 97.46 95.18 85.02 98.32 98.91 98.22 96.68 87.36 99.06
30% 98.84 98.17 97.09 90.47 99.18 99.06 98.76 97.77 93.26 99.41
50% 99.33 98.77 98.73 95.63 99.40 99.26 99.45 98.82 97.23 99.85
(c1) Proposed method (UCID database) (c2) Proposed method (UCUS database)
1% 99.78 99.66 98.43 96.00 98.43 99.9 99.36 97.82 95.19 97.08
2% 99.70 99.66 98.32 93.50 97.16 99.85 99.50 97.22 91.63 96.18
5% 99.81 99.36 96.60 78.21 95.33 99.85 99.36 96.13 77.30 95.09
10% 99.78 99.55 97.53 89.56 98.13 99.80 99.40 96.63 86.92 98.17
20% 99.81 99.81 98.77 94.15 99.14 99.85 99.35 98.36 94.49 99.01
30% 99.85 99.78 98.69 94.92 99.33 99.95 99.6 98.51 95.00 99.21
50% 99.90 99.93 99.48 97.72 99.60 99.90 99.45 99.21 98.17 99.65
100
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Fig. 9. Average accuracy of tampered images after seam insertion and JPEG compression with different QFs.

are repeated five times, and the average accuracy is reported as the
final detection accuracy.

4.2.1. Seam carving with LSRs and no post-processing

Table 4 compares the detection accuracies of five detectors
when are tested on the test image set 1. For each scaling ratio,
the best detection accuracy is highlighted in bold. From Table 4,
the proposed approach achieves the best detection accuracies for
almost all scaling ratios, and they are on average about 25.03%,
22.97%, 12.73% and 25.33% higher than those of the patch-based
method [12], the energy-based method [13], the LBP-based
method [14] and the BACM-based method [16], respectively. For
seam carved forgery with HSRs, the BACM-based method [16]
has much lower detection accuracies than other four approaches,
simply because it exploits the symmetric property of blocking arti-
facts of JPEG compression, which is not evident for uncompressed
images. For the patch-based detector [12], it only considers the
optimal type of patches for each mini-square by similarity compar-
ison. That is, it does not explicitly consider local texture deforma-

tion and information loss due to seam carving. Thus, its detection
accuracies are relatively lower, especially for those resized images
with LSRs. Ryu et al. [13] and Yin et al. [14] exploit the energy bias
as the trace to unveil seam carving, which is more closely related to
the inherent nature of seam carving. Thus, their detection accura-
cies are much better than the patch-based method [12] and the
BACM-based method [16], especially when the scaling ratios are
larger than 10%. However, for those resized images with LSRs, they
only achieve average accuracies of 55.94% and 65.72%, respectively.
Actually, this is the motivation that we put emphasis on the detec-
tion of seam carving with Low LSRs in this paper, simply because it
is more challenging. For the proposed detector, it achieves an aver-
age accuracy of 85.19% for LSRs. The significant improvement of
detection accuracy mainly benefits from the SSE-based features,
which are quite sensitive to seam carving, even when the scaling
ratios are low. Moreover, since the proposed detector improves
the LBP-based energy features [14] by multi-scale images, it also
achieves desirable detection accuracies for seam carving with
HSRs.
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Fig. 10. Effectiveness of SSE-based features and improved LBP-based features.

Fig. 7 shows the ROC curves of five detectors, in which each
sub-figure represents the ROC performance under different scaling
ratios from 1% to 20%, respectively. The probabilities of true
positive (TP) and false positive (FP) are determined with a thresh-
old (ranges from O to 1), which is computed by the percentage of
correctly classified carved images and the percentage of incorrectly
classified non-carved images, respectively. From Fig. 6(a), the true
positive rate (TPR) of these five detectors is very low for 1% carved
images. With the increase of scaling ratio, the proposed approach
achieves much better improvement of ROC performance than the
rest four detectors. Compared with the patch-based method [12]
and the energy-based method [13], the proposed approach
increases the TPR by at least 45% on average with lower false pos-
itive rate (FPR) (<0.05). Moreover, because of the SSE-based fea-
tures over multi-scale images, there is at least 26.67% increase of
TPR than the LBP-based method [14]. Actually, the detection preci-
sions presented by these ROC curves are similar with the results
reported in Table 4, which further confirms the robustness of the
proposed method.

4.2.2. Seam carving with LSCs and further JPEG compression

Digital images are usually saved in JEPG format for storage and
transmission. The tampered images after seam carving may be
encoded into JPEG images as well. Thus, the proposed detector is
also tested for the test image set 2. Table 5 compares the detection
accuracies among the LBP-based method [14], the BACM-based
method [16] and the proposed approach. The patch-based method
[12] and the energy-based method [13] are not compared because
they are presented for seam carved forgery detection without fur-
ther JPEG compression. The best results for each combination
(tampered rate, QF) are highlighted in bold as well. From Table 5,
it is apparent that the proposed approach achieves the best accura-
cies for most cases. The exceptions are those tampered images
from the UCUS database, which are further compressed into JPEG
images with QF100. Under this case, the BACM-based method
[16] achieves slightly better accuracies than the proposed
approach. However, it is well-known that QF100 is not often used
for JPEG compression, since it means the best visual quality after
compression and the least saving of storage space as well. More-
over, from Table 5 (c1) and (c2), the detection accuracies of the
proposed method are very steady. For a low tampered rate of 5%,
the proposed approach still keeps a detection accuracy up to
96.07%. Fig. 8 compares the average accuracies when the resized
images are further compressed into JPEG with different QFs. It is

apparent that the proposed approach achieves superior perfor-
mances over the existing approaches. Compared with our earlier
LBP-based method [14], the proposed method increases the detec-
tion accuracy up to 12% on average. In addition, the performance of
the proposed method is independent of database, since the results
in Fig. 8(a) are similar to the results in Fig. 8(b). This also confirms
the robustness of the proposed approach.

4.2.3. Seam insertion with further JPEG compression

Seam carving can also be used for image enlargement by
repeatedly inserting seams. Similar to the discussion in Sarkar’s
approach [10], we test the performance of the proposed approach
against seam insertion with JPEG compression. Experiments are
conducted on the test image set 3, and the experimental results
are summarized in Table 6. For JPEG compression with high QFs
such as QF100, the BACM-based method [16] achieves slightly bet-
ter performances than the proposed method. When QF is less than
100, the proposed method achieves better performances than [16],
especially when the tampered rates are low (less than 10%). When
the tamper rate is 1%, the proposed method achieves the accuracies
of 98.46% and 97.87% on average for the UCID and UCUS images,
respectively. Fig. 9 reports the detection accuracies for the images
after seam insertion and JPEG compression with different QFs.
When the QFs are less than 100, the proposed approach achieves
the best accuracies. Moreover, the proposed approach achieves
steadier detection accuracies than the LBP-based method and the
BACM-based method.

4.3. Discussion

The proposed approach exploits both the SSE-based features
and our earlier LBP-based features. Therefore, their contributions
to the overall detection accuracy are also discussed. Fig. 10 com-
pares the detection accuracies by exploiting the SSE-based fea-
tures, the LBP-based features and both. It is apparent that when
the scaling ratio is less than 7%, the detection accuracy mainly
comes from the SSE-based features. This confirms our analysis in
Section 3. That is, the SSE-based features are sensitive to the local
information loss caused by seam carving with LSRs. Meanwhile, we
can observe that the LBP-based features are more effective than the
SSE-based features for the detection of seam carving with HSRs,
because there are more local texture artifacts in this case. When
the scaling ratio varies between 7% and 15%, they are actually
the critical points of local texture distortion for most images, or
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even the critical points of global structural distortion for some
images. Thus, the effectiveness of the SSE-based features is
decreased, and the effectiveness of the LBP-based features begins
to increase. Though there is a drop of the detection accuracy, it is
still acceptable because it is more than 84%.

5. Conclusion

Seam carving with LSRs does not leave any visually annoying
artifacts, which makes its blind detection very challenging. Since
local information loss is the main side effect of seam caving with
LSRs, it is also a more feasible clue to expose this forgery. Moti-
vated by this, multi-scale SSE-based features are specifically pre-
sented for seam carving forgery detection with LSRs. By
considering the fact that users usually do not know the scaling
ratio is high or low in blind forensics practice, the forgery detection
of seam carving with HSRs is taken into account simultaneously by
exploiting the LBP-based features in our earlier work. That is, the
SSE-based features (42D) are combined with the LBP-based fea-
tures (54D) extracted from multi-scale images, and then input into
SVM for binary classification. Experimental results show that the
proposed approach achieves superior detection performance over
state-of-the-art approaches. Meanwhile, it is robust to seam carv-
ing with further JPEG compression. However, the detection result
is only a binary decision about whether an image has been suffered
seam carving or not. For future research, we will attempt to locate
tampered regions. Since information loss, local texture distortion
and global geometric distortion are the main artifacts of seam carv-
ing, more robust features should be designed to reveal the in-
consistency of local texture and geometric structure near removed
seams [21,22]. Since there are many other CAIR techniques such as
patch resizing and non-homogeneous warping [25,26], we will also
attempt to further identify the types of various CAIR techniques by
designing more generic features from other points of view [27,28]
or by exploiting multi-classifier [29-31]. In addition, image
entropy can be further investigated from other aspects such as
scale space entropy [32,33].
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